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Unsharp Masking Sharpening Detection
via Overshoot Artifacts Analysis
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Abstract—In this letter, we propose a new method in detecting
unsharp masking (USM) sharpening operation in digital images.
Overshoot artifacts are found to occur around side-planar edges in
the sharpened images. Such artifacts, measured by a sharpening
detector, can serve as a rather unique feature for identifying the
previous performance of sharpening operation. Test results on
photograph images with regard to various sharpening operators
show the effectiveness of our proposed method.

Index Terms—Digital forensics, image sharpening, overshoot ar-
tifacts, unsharp masking.

I. INTRODUCTION

A S digital techniques advance, substantive powerful media
editing softwares make image manipulation easy and

more frequent. The claimed authenticity and history of digital
images can no longer be taken for granted. In order to verify
the integrity and recover the processing history, it is necessary
to detect the image manipulation passively.
Previous works on digital image alteration detection can be

classified into two categories. In the first category, the aberra-
tions found in scene geometric [1] and imaging pipeline [2], [3]
are employed to detect the image forgeries. The statistic based
approaches are also proposed in terms of image quality metrics
[4] and noise characteristics [5]. Such techniques could detect
whether an original photograph has been manipulated or not,
but they fail to determine how an image has been altered or to
identify the use of specific image altering operations [6].
In the second category, the manipulation-specific methods

are designed by detecting the feature unique to each specific
type of tampering operation such as contrast enhancement [6],
compression [7], resampling [8] and median filtering [9]. These
methods not only can determine the originality of a photo by
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collaborative work, but also can identify the specific tampering
performed in order to recover the image processing history by
individual tests.
In this letter, we focus on the blind detection of digital image

sharpening manipulation, which is commonly applied as a re-
touching tool. While the sharpening alters the perceptual quality
without changing the content of a digital image, its detection is
still forensically significant. Since the sharpening may be used
as the last step to hide an image forgery, its detection can serve
as a warning sign for possible image forgery.
Unsharp masking (USM) [10]–[14] is the widely used sharp-

ening method in popular softwares such as Adobe Photoshop.
We mainly address here the digital image USM sharpening de-
tection problem. The basic principle of the USM is to add a
weighted highpass-filtered version back onto the signal itself.
As a result, the acutance of the edges in sharpened images be-
comes higher. In our prior work [15], the histogram aberration
feature has been proposed to detect image sharpening, but it
fails to process the images with narrow pixel value histogram.
Although the ringing artifacts have been considered, the strict
constraints on the occurrence position and the sparsity of step
edges make the successful rate of sharpening detection low. To
deal with such deficiencies, such constraints are relaxed and
the overshoot artifacts, a more convenient feature, are found
to be incurred by the USM sharpening. The positive/negative
overshoot manifests itself as an increased/decreased jump at
the side-planar edges. We formally investigate the generation of
such artifacts and design an efficient measure of them to serve
as the feature for a thresholding classifier.
The remainder of this letter is organized as follows. In Sec-

tion II, we provide a formal analysis of the overshoot artifacts.
Section III briefly presents the sharpening detection algorithm,
followed by the experimental results in various test scenarios in
Section IV. We draw the conclusions in Section V.

II. OVERSHOOT ARTIFACTS ANALYSIS

In this section, we investigate the overshoot artifacts which
are generated by applying the USM sharpening operation on
digital images.

A. Transition Signal Model

Considering a 1-D signal pattern , referred as the ideal
transition signal in this letter:

(1)

where and are the unit length from the origin towards the
left and right, respectively. is the planar side’s amplitude and
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Fig. 1. Signal model of the overshoot artifacts. Here, , and
denote the ideal, unsharpened and sharpened transition signal, respectively.

is the inclination angle of the ramp signal on the other side, as
shown in Fig. 1. The ideal transition signal is prepared to model
the side-planar edge, which has at least one planar side, in the
camera captured digital images.
When light rays go through a digital camera imaging system

in the form of the ideal or slightly blurred transition signal, the
edges will become more blurred to some extent, attributing to
the lowpass filtering impact caused by the optical lens, limited
CCD sensor resolution and color filter array interpolation. As a
result, the unsharpened transition signal in an unaltered
image becomes smooth and can be modeled by convolving
and normalized Gaussian lowpass filter (GLPF) to yield

(2)

where is the standard deviation.
If the camera-captured image is subsequently manipulated by

the USM sharpening [10]–[14], the corresponding sharpened
transition signal can be written as

(3)

where is the sharpening strength factor and is the standard
deviation of the involved GLPF. Here, the sharpening operation
can be described by a sharpening filter:

(4)

where denotes the unit impulse function. Such sharpening
filter contains negative coefficients. The value of the filtered
output signal will be an affine combination of the input values,
and may fall outside of the maximum/minimum value of the
input signal, resulting in a positive/negative overshoot which
manifests itself as an increased/decreased jump around the side-
planar edges. Such overshoot is desirable in digital image sharp-
ening due to increasing the perceived sharpness.

B. Measure of Overshoot Artifacts

To detect the overshoot artifacts, we define

(5)

for as the measure of the overshoot.
When , . It implies that the transition signal

from an unsharpened image has none overshoot artifacts.
When , it indicates that the transition signal is from a

sharpened image. By letting , we get the maximum
value at , which satisfies

(6)

Combining (3), (5), and (6) yields

(7)

where depends on four parameters: , , and .
By combining (6) and (7), we get (8), shown at the bottom

of the page. It can be shown after a few steps that ,
which verifies that the USM sharpening definitively incurs the
overshoot on the transition signal. The overshoot strength can
be measured by in (5). Similarly, the negative overshoot
can also be detected and measured.

III. PROPOSED SHARPENING DETECTION ALGORITHM

In the previous section, we see that the overshoot artifacts
measure defined in (5) can be used as a feature to identify the
sharpening operations. Given a digital image, we design the
sharpening forensic detection algorithm below.
Edge Detection: Canny detector is used to get the single-

pixel width edge map. Coordinates of the edge points are de-
noted by . For color images,
the detection can be applied on the luminance channel. To avoid
the noise disturbance, smoothing can be applied before edge de-
tection.
Locate Side-Planar Edges: At each edge point, we extract

the corresponding crosswise pixel sequence which centers at
an edge pixel and is vertical to the located edge direction. An
illustration of the crosswise pixel sequence is shown in Fig. 2,
where is the pixel intensity. The pixels within
and are used to compute the statistic and

(8)
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Fig. 2. The crosswise pixel sequence centered at the edge point .

, respectively. The side-planar edge points can then be
located according to the constrains below:

(9)

where and are the predefined experimental thresholds.
The set of side-planar crosswise pixel sequences is recorded by

, where and
denote the left and right side-planar segments, respectively.
is the total number of the single planar-side cases.
Overshoot Detection: For each side-planar pixel sequence,

we search the first and second polarity-changed position along
the direction from center towards the planar side. For ex-
ample in Fig. 2, the position and are located by polarity
tracking. Let be such a crosswise pixel sequence, where

and . Compute

(10)

The overshoot is judged as present if , and the overshoot
strength can be measured by . The set of side-planar cross-
wise pixel sequences in which the overshoot has been detected
is marked by . Here,
is the total number of the overshoot-detected single planar-side
cases.
Overshoot Metric: The overshoot metric for the global image

is defined below as the average strength of all overshoot points
in . That is,

(11)

Such a metric is used in a thresholding classifier to identify the
image sharpening operation. The test image is considered as
sharpened if , where denotes the threshold used by
the classifier.
The proposed sharpening detection process can be summa-

rized in the following steps.
Step 1) Detect image edges using Canny detector.
Step 2) Locate the side-planar edges according to (9).
Step 3) Detect and measure the overshoot artifacts via (11).
Step 4) Apply thresholding to detect the USM sharpening.

IV. EXPERIMENTAL RESULTS AND DISCUSSION

In order to evaluate the proposed sharpening detection algo-
rithm, we collect 400 photograph images which are captured
by several cameras in different lighting conditions and saved in
JPEG format with the size from 1200 900 to 2832 2128
pixels. The content of these images consist of various natural
scenes. The green channel of each image is used to create the
unaltered image set. For simulating the practical scenarios, we
prepare various sizes of unsharpened images including the orig-
inal size and its scaled versions with height 1000 and 500
pixels via aspect ratio invariant. Such unsharpened images are
processed by different USM sharpening algorithms to create the
corresponding sharpened image set.
For evaluating the performance of the sharpening detection

technique, each test image is classified by determining if it is
sharpened or not using a series of decision thresholds. Exper-
imentally, we set , , , ,

. Such setting can be easily adjusted within a limited
range without affecting the detection results. The probabilities
of detection and false alarm determined by thresh-
olds are calculated as the percentage of the sharpened images
correctly classified and that of the unsharpened images incor-
rectly classified, respectively. The receiver operating character-
istic (ROC) curves are generated for evaluation.
Test results on different size of image sets are shown in

Fig. 3(a). Here, the sharpening is implemented by Gaussian
lowpass filtering mask method [10] with and .
At , for . As expected, the
detection performance on the smaller size images is better than
that on the larger size images due to the lowpass filtering effect
of downsampling, which impairs the image acutance and the
overshoot artifacts. Comparing to the prior method in [15], the
proposed algorithm achieves higher detection rates, especially
in the case of lower and larger image sizes.
To test the detection performance under different sharp-

ening strengths, different settings of and are used to
simulate the sharpening. In what follows, the image set with

is used for testifying. Fig. 3(b) shows that
the higher detection rate can be obtained when the stronger
sharpening is applied.
Results for assessing the robustness of our proposed algo-

rithm are reported in Fig. 3(c). It indicates that the sharpening
detection method is robust against post-JPEG compression and
additional Gaussian white noise (AGWN). Even for the low
quality JPEG compression and intense noise ,
the sharpening operation can still be detected.
To investigate the generalization capability of the sharpening

detector, six USM sharpening algorithms are implemented for
testing. Besides the commonly used Gaussian and Laplace
mask methods [10], the nonlinear category such as Quadratic
and Cubic operators [11], the adaptive category such as local
statistic based [12] and recursive update based [13] are also
tested. Results in Fig. 4(a) verify the efficacy of the detector.
The detection rates for all sharpening methods achieve above
88% when . It should be noted that our technique is
limited to the USM-like sharpening which produces overshoot.
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Fig. 3. Sharpening detection ROC curves (a) for images with different sizes; (b) for different sharpening strengths; (c) under different postprocessing.

Fig. 4. (a) Sharpening detection ROC curves under different sharpening algorithms. (b) Feature value distribution for different manipulations.

Recall that the primary objective of the sharpening forensic
detection is to find a unique feature caused by sharpening but
not by other manipulations. Are the overshoot artifacts unique
to the USM sharpening? A simple but effective verification is to
observe the feature value distribution of the sample images op-
erated by different manipulations. Feature values of the sample
images processed by each type of operation are displayed in
Fig. 4(b). We can see that the feature values of the sharpened
images are higher than those of others, and can be differenti-
ated by thresholding. From such an intuitive comparison, we
can observe that the overshoot artifacts could be considered as
a dominating feature of the USM sharpening operations.

V. CONCLUSIONS

As an image forensics problem, we propose a technique to
detect USM sharpening. We detect and measure the overshoot
artifacts occurred around side-planar edges as a good feature
in sharpening identification. Experimental results show that our
proposed algorithm works extremely well for small size images
undergone USM sharpening operation. The detector is verified
to be robust against post-JPEG compression and noising. Such
a sharpening detection algorithm may be extended to detect the
image splicing forgery with different sharpening histories.
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